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SWORN STATEMENT OF PATRICK B. BERGY

L, Patrick B. Bergy, makes this statement of facts against his former employer, Dynology

Corporation, ClearForce Corporation, Engility Corporation (formerly MPRI), Gen. James L. Ji ones, Jim Jones

s

Gillian Turner, FOX News.

Upon knowledge with respect to his own acts and those he personally witnessed, and upon

information and belief with respect to all other matter — as follows:

PARTIES
L. Patrick Bergy, is an individual and citizen of the United States of America residing in New Port
Richey, FL.
2. Gen. James Jones, Jim Jones, Dynology Corporation, Engility and MPRI are all authorized to
do business in Washington, DC. Gen. James Jones and his principal place of business for Dynology,
ClearForce and Jones Group International are all located at the same Towers Crescent address for delivery

of service.
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INTRODUCTION

1. Patrick Bergy brings this before you today, only after having pursued all legal means in his chain of
command. Beginning with documented, required reporting as part of the contracts deliverable to his

employer, Dynology, and the “prime” contracting company on the Castle Korea contract, Engility

(MPRI),

2. Mr. Bergy then took his formal. written complaint to the J8 acting Deputy whom was in the
nomination process for his SES promotion, and he didn’t do a thing with it for over 3 months after Mr.
Bergy was forced out of his position in May. When the J8 deputy did send it following an email
request Mr. Bergy sent him, he sent it to contracting office; not the IG or CID where such a report

clearly should have gone.

3. Mr. Bergy then filed a formal complaint with the Department of Defense Inspector General, (exhibit
#1) which was denied not because of the merit of my claims, but because Mr. Bergy was apparently
not protected as a sub-contractor, even though the Defense Department’s Office of Inspector General’s

website said sub-contractors were protected.

4. Frustrated and not agreeing with the IG withholding adjudication of his claim, Mr. Bergy took his
denied appeals to his then Congressman, Gus Bilirakis. Congressman Bilirakis then took Mr. Bergy’s
IG whistleblower denial to OSHA. which confused OSHA as much as it did Mr. Bergy. Predictably,
OSHA essentially came back with a response that it was not within the scope of their mission, and
Congressman Bilirakis® staffer responded there was nothing further they could do and closed Mr.

Bergy’s case on or around early 2016.
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5. It was around this same time Mr. Bergy changed the format of a book he was writing for his children
as a way to explain why the service their dad volunteered for to his country, had taken him away from
them for nearly 8 years overseas with the Department of Defense. While keeping his experience in
running for Pasco County Supervisor of Elections in 2005, to his enlistment in the U.S. Army Reserves
at the age of 39: turning 40-years-old during basic training in Fort Benning, Mr. Bergy started
documenting reports surrounding the 2016 cyber-related election scandals, placing many things he saw
happening as having very similar characteristics to the social media psychological warfare weapons

and techniques Mr. Bergy helped develop for Gen. James Jones's company, Dynology.

6. Mr. Bergy also started noticing many of the same people in media reports and subsequently involved
with the Robert Mueller Special Counsel investigation. In fact, Mr. Bergy has on his own, with only
limited means, identified more than 8 [eight] people and 2 [two] Israeli based social media influence
operations companies that were directly tied to Gen. J ones, Dynology. The Atlantic Council and the
ShadowNet Mr. Bergy helped in pioneering for the Department of Defense, and subsequently

marketed for commercial purchase.

7. Mr. Bergy is prepared to testify on at least 2 [two] discussions with Jim Jones. Dynology’s president,
and a colleague with MPRI, about the potential value the ShadowNet would have in altering the
outcome of U.S. elections based on our quantifiable results in Iraq using similar techniques in support

of the Public Affairs Office [PAQ] for the Department of Defense.

8. The classification of any specifics prevents Mr. Bergy from discussing outside of a Secure
Compartmented Information Facility [SCIF} approved to discuss specific details. Mr. Bergy only
discusses UNCLASSIFIED information, such as the ShadowNet marketing slicks which were publicly
disseminated by Dynology, or Mr. Bergy s personal knowledge as a subject matter expert in cyber-

security and publicly documented and reported facts.
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11.

12.

So, after going through his chain of command and all legal channels, and finding new, extremely
disturbing facts coming in such as Facebooks partnership with the Atlantic Council and the potential
threat this poses to clearly protected Constitutional rights of privacy to all Americans, potentially
hidden within third-party memorandum of understanding between General James Jones and his other

companies, such as ClearForce, Jones Group International and Iron Hand Security.

Mr. Bergy called Robert Mueller’s Special Council after being provided the number by Mr. Bergy’s
new Congressman at the time, having moved to a homeless shelter in a new district, Congressman
Charlie Crist. in late 2017. Mr. Bergy spoke with someone from his staff for nearly 15 minutes, even
explaining that the small, family owned company Mr. Bergy built the ShadowNet for, was at the same

time Paul Manafort’s number one preferred partner.

Mr. Bergy made several. officially documented attempts to reach Robert Mueller’s staff prior to him
submitting his final report. but nobody ever contacted Mr. Bergy back from the Special Counsel. After
watching Robert Mueller’s testimony, Mr. Bergy became even more concerned about an organized
cover-up the further in law enforcement, legislators and even Jjournalists he witnessed and the facts
around his whistleblower complaint ignored. Mr. Bergy doesn’t understand or accept that Robert
Mueller’s Special Council was operating in good faith by failing to follow-up with Mr. Bergy, whom
contacted them with the information listed about and Dynology’s relationship to Paul Manafort and
Rick Gates on several occasions, including faxing a formal memorandum of record to him by Mr.

Bergy’s then congressman, Charlie Crist.

Mr. Bergy is extremely concerned for his own safety, and believes once those responsible for killing
his FOX News story (see below) and formal memorandum’s of record, will no longer be able to ignore
him and the threat his testimony has on some of the most powerful people in the world. The facts in
Mr. Bergy's case fully supports his concerns but is unafraid and won’t be intimidated when it comes to

honoring the oath he swore to protect his country from all threats. forei gn and domestic.
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16.

17.

In July 2020, a documentary was released by a U.S. journalist, Millie Weaver; 8-year contract
Jjournalist for Infowars. As the documentary, ShadowGate was being uploaded for Alex Jones to
review, the police arrived at her home in Ohio and arrested Millie, her brother Chuck and husband
Gavin. Mr. Bergy was in Austin, TX awaiting his interview with Alex Jones when the arrest took
place. Uncertain of what was happening, Mr. Bergy left his hotel and went across the street to the

address he found online for Infowars and was subsequently brought on set for a live interview.

Within hours of my Infowars interview, Alex Jones and others associated with Infowars began
attacking Millie, Patrick Bergy and others related to the documentary. These attacks were brutal, and
included the doxing of an underage rape victim for which charges were filed against an Infowars
contractor, Kaitlin Bennett. Millie’s employment with Infowars was terminated within hours of her
being released from jail, and while she was under a gag order by an Ohio judge not to speak about the
arrest.

Shortly after the release of ShadowGate documentary, Mr. Bergy was contacted by Lara Logan, FOX
News journalist, as well as her husband and the person that arranged the conversation. Millie and
Gavin were also on the conference call. During that call we were asked if we would meet them at
Wright-Patterson Air Force Base; I declined and so did Millie and Gavin.

A few months later, I was informed by Gavin that Lara Lo gan and her husband had reached out to
them with information that exposed the arrest of Millic Weaver was orchestrated in a SCIF on Wright-
Patterson, AFB by military contractors. By this time Mr. Bergy had also learned that Lara Logan’s
husband had worked in ITA (Interactive Internet Activities) for Lincoln Group, at or near the same time
Lincoln Group was outed for paying journalists to report stories in the same region. It is extremely
concerning to all involved the claims made by the Logan’s and warrant further investigation. The arresf
of a U.S. journalist, orchestrated on a U.S. mi litary base cannot be dismissed without a thorough
investigation into the Logan’s claims.

On Sunday, November 22, 2020 a former colleague reached out to Mr. Bergy with information that he
was contacted shortly after the release of ShadowGate documentary in August 2020 by a member of

Roger Stones legal team. This person sent Mr. Bergy’s former colleague a link to the documentary and
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21.

asked this former colleague of Mr. Bergy for more information. Mr. Bergy was informed directly by
his former colleague, which we are not releasing the name at this time for their security, that the lawyer
that reached out to him had died. This person only learned this when his concerns led him to search the
internet and found his death reported online. As mentioned below, Mr. Roger Stone was mentioned in
ShadowGate as being a former business associate of Paul Manafort; former partner of Dynology at the

time in question shown in the ShadowGate Documentary.

Mr. Bergy would like to request the court and Department of Justice to consider these potential threats
and provide Mr. Bergy with whistleblower protections lawfully allowed based on his current status as

of this whistleblower affidavit.

. Mr Bergy believes the information in his qui tam in January 2020, was highly relevant to the Trump

impeachment proceedings. In Mr. Bergy’s qui tam whistleblower lawsuit, he formally requested
emergency relief in providing his pleading and attached affidavits to Chief Justice Roberts, whom was

overseeing the impeachment proceedings at the time of filing. The attached motion was dismissed

WITHOUT PREJUDICE.

This case is about Patrick Bergy s efforts for nearly 5 years to protect U.S. national security by
exposing the fraud, waste and abuse he personally witnessed in his Department of Defense contract
work for Dynology involving cyber-security, information assurance of classified and unclassified

networks and tactical,

Specifically, in order to protect the $20.000.000 Department of Defense contract at USAG Yongsan,
Seoul, South Korea, and to obtain other Defense Department contracts. The Engility program manager,
“Buck” Buchanan, USFK J8 Director, Col. USFK J8 Deputy Director, Jim Jones (then president of

Dynology and son of Gen. James Jones) and others at Dynology. conspired to retaliate against Mr.
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23.

24,

Bergy and have him removed from the contract position he had been working on for the previous 5

years.

The modification to the contract began the day after Mr. Bergy, along with Engility employee, Justin
Losh, filed a formal complaint of abuse after Mr. Bergy was threatened for his refusal to provide
administrative access to a classified network to the J83 Chief. The threat was made so loudly, Mr. Losh

heard it from nearly ten feet away in our phone conversation. [See attached: Formal Complaint

Knowles Signed]

The contract, known as “Castles Korea.” was modified in retaliation for Mr. Bergy s protected
disclosure as a whistleblower. The modification removed only the requirements of Mr. Bergy’s
position, even when the Engility IT contract support was far more qualified to fill the PAO position.

[exhibit #1]

Within a few days of what Mr. Bergy believes was his constructive termination by being forced to
leave. the Castles Korea contract was modified back to its original requirements, and Mr. Bergy was
replaced. 18 U.S.C. § 371. creates an offense "[i]f two or more persons conspire either to commit any
offense against the United States, or to defraud the United States, or any agency thereof in any manner
or for any purpose. 18 U.S.C. § 1001, a false statement may be written or oral, sworn or unsworn,
voluntarily made in regard to information sought as or required by law, signed or unsigned. 914,
CONCEALMENT--FAILURE TO DISCLOSE - Although 18 U.S.C. § 1001 is often referred to as a
false statement statute, its scope extends beyond statements. The statute proscribes the acts of making
false statements, falsifying, concealing or covering up. The statute also covers half-truths if there is a
duty to speak the truth. 915. FALSE STATEMENTS AS TO FUTURE ACTIONS - Although the
statement that is the subject of an 18 U.S.C. § 1001 violation usually concemns past or present facts, it
need not do so. A present statement as to future intent, €.g., a promise to do that which is not actually

intended may be a false statement of an existing fact. See United States v. Shah, 44 F.3d 285 (5th Cir.
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. Upon Mr. Bergy’s return to Virginia to Dynology’s headquarters in May 2015, Mr. Bergy was told by

1995). Under Section 1001 "a promise may amount to a false, fictitious or fraudulent statement if it is
made without any present intention of performance and under circumstances such that it plainly, albeit
implicitly, represents the present existence of an intent to perform.” 18 U.S.C. § 1001 requires that the
false statement, concealment or cover up be "knowingly and willfully” done, which means that "The
statement must have been made with an intent to deceive. a design to induce belief in the falsity or to
mislead, but § 1001 does not require an intent to defraud -- that is. the intent to deprive someone of
something by means of deceil.” United States v. Lichenstein, 610 F.2d 1272, 1276-77 (5th Cir.), cert.
denied, 447 U.S. 907 (1980). The government may prove that a false statement was made "knowingly
and willfully" by offering evidence that defendants acted deliberately and with knowledge that the
representation was false. See United States v. Hopkins. 916 F.2d 207, 214 (5th Cir. 1990). The jury
may conclude from a plan of elaborate lies and half-truths that defendants deliberately conveyed

information they knew to be false to the government.

Jim Jones, (after a tour of Gen. Jones’ much larger office — the largest in Dynology and next to his son,

Jim) that Dynology didn’t have any contracts they could put me on and let me go.

Mr. Bergy was a full-time Dynology employee, not a 10-99 sub-contractor. When Mr. Bergy filed for
unemployment, Dynology fought it, falsely claiming to the unemployment office that Mr. Bergy had
quit, which was a willful lic. The modification of a $12 million Defense Contract and not having
another contract to put Mr. Bergy on. then letting him £0 is not what any reasonable person would
consider as having quit. (exhibit #2) A short time later, health and financial issues resulted in Mr.
Bergy’s homelessness in a tent-city in Clearwater, FL. Mr. Bergy asserts that Dynology s action in
making these false claims to the unemployment officer was KNOWINGLY AND WILLFULL:
The prohibition of 18 U.S.C. § 1001 requires that the false statement, concealment or cover
up be "knowingly and willfully" done, which means that "The statement must have been
made with an intent to deceive, a design to induce belief in the falsity or to mislead, but §

1001 does not require an intent to defraud -- that is, the intent to deprive someone of
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something by means of deceit.” United States v Lichenstein, 610 F.2d 1272, 1276-77 (5th
Cir.), cert. denied, 447 U .S. 907 (1980). The government may prove that a false statement
was made "knowingly and willfully" by offering evidence that defendants acted deliberately
and with knowledge that the representation was false. See United States v. Hopkins, 916 F.2d
207, 214 (5th Cir. 1990). The jury may conclude from a plan of claborate lies and half-truths
that defendants deliberately conveyed information they knew to be false to the government.

Id. at 214-15.

The formal complaint filed with the Engility program manager in May 2015, was just one of several
very serious internal complaints I had raised. One complaint in 2013 involved a massive loss of data in
2013, (exhibit #3) which resulted in having my responsibilities removed for nearly a year after

submitting an after-action report critical of the government; our “client.”

Conservative estimates of the government products that were lost on the drive was over $1,000.000 in
time and labor, The data loss included J84°s data, which was the USFK Comptroller responsible for
more than $10,000,000,000 in U.S. personnel and assets. U.S. FOIA and obstruction of a federal audit
were also likely violated. 18 U.S.C. § 1516. The statute provides: Whoever, with intent to deceive or
defraud the United States, endeavors to influence, obstruct, or impede a Federal auditor in the
performance of official duties relating to a person receiving in excess of $100.000, directly or
indirectly, from the United States in any 1 year period under a contract or subcontract . . . For purposes
of this statute -- The term "Federal auditor” means any person employed on a full- or part-time or
contractual basis to perform an audit or a quality assurance inspection for or on behalf of the United
States; the term "in any 1 year period" has the meaning given to the term "in any one-year period" in
section 666 [of Title 18, United States Code] Under 18 U.S.C. § 371, the fraud or impairment of
legitimate government activity may take any of several forms: Bribery of a government employee,
kickbacks to government employees or extortion of money or favors by government employees,
misrepresentations of financial capability, alteration or falsification of official records, submission of

false documents; and Obstructing, in any manner, a legitimate governmental function.
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29. Another key incident Mr. Bergy believes contributed to what eventually led to his constructive

30.

3L
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termination following a protected disclosure involved the renewal of Mr. Bergy’s Top-Secret federal
clearance, which was fraudulently requested for renewal in 2011 with no contract requirement above
Secret in the deliverables. (exhibit #4) An administrative error by Jim Jones, Mr. Bergy’s security
officer responsible for managing his clearance, required the OPM submission documents to be

resubmitted with a new date several months later.

When Mr. Bergy questioned the legality of falsifying official documents and fabricating the actual
requirement for renewing a Top-Secret clearance, which can cost the U S. government over $100,000
to adjudicate an overseas renewal. Although my contract only required a Secret clearance. Dynology
would use my resume on other Defense Department bids by falsely claiming my services and
submitting it with other proposals that required a Top-Secret clearance. Dynology would then just
substitute me with someone else if the contract was awarded. The MPRI program manager at the time,
Gen. Richard Blunt. asked me why Jim Jones was requesting my Top-Secret be renewed when the
contract only required Secrel. After Mr. Blunt spoke directly with Jim Jones, MPRI si gned off on it but]
the contract requirement for only Secret never changed. Although the statement that is the subject of an
18 U.S.C. § 1001 violation usually concerns past or present facts. it need not do so. A present
statement as to future intent, e.g., a promise to do that which is not actually intended may be a false
statement of an existing fact. See United States v. Shah, 44 F.3d 285 (5th Cir. 1995). Under Section
1001 "a promise may amount to a false, fictitious or fraudulent statement if it is made without any
present intention of performance and under circumstances such that it plainly, albeit implicitly,
represents the present existence of an intent to perform."

AND because the program manager for Engility conspired with Jim Jones, Dynology, 18 U.S.C. §
371— The general conspiracy statute, 18 U.S.C. § 371, creates an offense "[i]f two or more persons
conspire either to commit any offense against the United States. or to defraud the United States, or any
agency thereof in any manner or for any purpose. For a violation of 18 U.S.C. § 1001, a false statement]
may be written or oral, sworn or unsworn, voluntarily made in regard to information sought as or

required by law, signed or unsigned.
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36.

Evidence also strongly suggests Dynology Corporation, et al, along with Paul Manafort, Rick Davis,
owners of 3EDC, a micro-targeted social media service, used Department of Defense psychological
warfare weapons developed using taxpayer appropriated funds, against unsanctioned targets in U.S.
and Ukrainian election influence operations in 2008, 2010, 2014 and 2016. Specifically, the
presidential campaign of Senator John McCain, which Dynology was the IT provider for in Senator

McCain’s 2008 primary race before 3EDC took over post-primary. (exhibit #3)

. In 2014, Mr. Bergy noticed subtle signs, similar to the social media psychological warfare weapon he

developed for the Department of Defense in 2008 for Dynology, being used to influence the Michael
Brown riots. Mr. Bergy’s colleague in South Korea, Justin Losh, confirmed the operation Mr. Bergy

had suspected was in the Ukrainian region using a trace routing application.

Dynology kept the intellectual property rights after the 2008 Traq contract ended and then sold it
commercially under the trademarked name of “ShadowNet” and “iPsy.” (exhibit #6) The military
nomenclature of the social media psychological warfare capabilities is Interactive Internet Activities

[ITA] and we won another ITA contract supporting the IMISC for CENTCOM at McDill in Tampa,

. The 4" Psychological Operations Group [4" POG] we had developed the weapon for started over from

scratch when we (Dynology) left. The new company that replaced Dynology on the Iraq contract didn’{
even know they needed a “ShadowNet.” Capability [database. non-attributional fabricated persona’s,
collaboration portal.) This had an immediate and detrimental impact on the mission of the 4

Psychological Operations Group in Iraq.

Dynology, under the guidance of its then president, Jim Jones, son of Gen. James Jones, then licensed
the “ShadowNet” back to the military. In what is clearly a conflict of interest, at nearly the exact same
time we were starting the new contract for IMISC, Gen. James Jones was being sworn in as then

President Barak Obama’s National Security Advisor.
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40.

Another evidentiary fact Mr. Bergy only discovered in late 2016 was that Dynology was Paul
Manafort’s number one partner with Manafort’s’ company, 3EDC. (exhibit #5) Also, at the same time
Mr. Bergy was making commercial marketing slicks for Dynology’s, “ShadowNet,” Dynology was
providing Sen. John McCain’s presidential campaign with his IT security, web & micro-targeted social
media, as Mr. Bergy understood from his personal conversation with Jim Jones regarding the matter on|

or near Oct., 2008,

After Senator McCain won the Republican primary, Paul Manafort’s company, 3EDC, took over as the
IT prime on McCain’s presidential campaign. FEC records show both 3EDC and Dynology received
nearly $500,000 combined from the campaign as reported for that time. (exhibit #5) Following the

release of ShadowGate, the FEC filings mentioned above were modified.

. The ShadowNet was designed to do essentially everything the FBI indicted the 13 Russian’s for in

2018. as well as the same services that were proposed to the Trump campaign in 2016 by a company
called Psy-Group, which is owned by Joel Zamel and is the sister company to Mr. Zamel’s,
"Wikistrat.” Gen. Jones and Gen. Michael Hayden are both on the board of Wikistrat, according to
published media reports. (exhibit #7) This is telling because ShadowNet and iPsy. both owned by Gen.
Jones, provide nearly the exact same “black PSYOP™ services as the proposal by Psy-Group. This
would be like the CEO of Pepsi being on the board of Coke. It seems very suspicious. and it is because
of this Mr. Bergy suspects the strong likelihood that iPsy and Psy-Group are, at the administrative and

operational level, the same company,

Mr. Bergy also strongly suspects Wikistrat is actually the organization behind, *Wikileaks,” and
suggests that Mr. Bergy may have submitted a whitepaper to his employer, Dynology, with a very
similar scenario using an online persona, similar to Wikistrat, as an asset for non-attributional

dissemination tool as part of a much larger set of strategic capabilities. He also believes there to be a
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41.

42.

43.

connection between Psy-Group, owned by Zamel and iPsy, the relational database component of

ShadowNet.

Credible media reports also claim that Psy-Group was involved in the Cambridge Analytica scandal.
Mr. Bergy finds this extremely troubling as Facebook has just partnered with the Atlantic Council to,
“restore election integrity worldwide” and “combat fake news worldwide.” At the time of this
partnership, Gen. James Jones was the interim Atlantic Council Chairman of the Board, having been
tapped by the departing Chairman, Jon Huntsman, to replace him as Mr. Huntsman had accepted

President Trumps nomination as U.S. Ambassador to Russia.

Mr. Bergy found that relationship troubling because his 2015 whistleblower story had been picked up
by Judge Jeanine Pirro and Sara Carter of FOX News in December 2018, and January 2019, After
speaking on the phone with Ms. Pirro on 18 Dec. 2018, and with Sara Carter on Jan. 13%, the last time
Mr. Bergy heard from either of them again was after receiving a text from Sara telling me she has

spoken with Jeanine Pirro and was going to run my story on FOX the following week. (exhibit #8)

At nearly that same time Mr. Bergy received a text from Ms. Pirro stating that she was speaking with
Congressman Devin Nunes in re my issue (exhibit #8). That was a very promising response for Mr,
Bergy because his previous Republican Congressman, Gus Bilirakis, had his chief of staff call
Congressman Nunes personally while Mr. Bergy was standing in her office right around the same time|

he first spoke with Jeanine Pirro in December 2018.

- Mr. Bergy also reached out to his previous Congressman, Charlie Crist. and had his veteran liaison,

Gershom, fax copies of Mr. Bergy's sworn and signed under oath, memorandum or record. (see
exhibit) The text from Ms. Pirro regarding her meeting with Congressman Nunes was the last time M.

Bergy has heard from Judge Jeanine Pirro or Sara Carter. After more than two-months of text
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45.

46.

messages, phone calls and emails, as a source or whistleblower, not a single word or explanation from

either of them. (exhibit #9)

Aside from likely questionable journalistic code of ethics Judgements, Mr. Bergy has recently
discovered that Gillian Turner, a FOX News host, left her job working for Gen. Jones at his company,
as the Vice President of Jones Group International. Mr. Bergy has reached out to Gillian Turner asking
her to explain if she had any role in FOX News killing Mr. Bergy’s story just before it was to be aired,
and with no explanation, but he has not heard back from Gillian as of the date of this letter. Gillian
Turner has since blocked Mr. Bergy on at least one social media platform for asking her the above
questions (exhibit #10). Under 18 U.S.C. § 371, the fraud or impairment of legitimate government
activity may take any of several forms: Bribery of a government employee, kickbacks to government
employees or extortion of money or favors by government employees, misrepresentations of financial
capability, alteration or falsification of official records, submission of false documents; and
Obstructing, in any manner, a legitimate governmental function, 18 U.S.C. § 371— The general
conspiracy statute, 18 U.S.C. § 371, creates an offense "[i]f two or more persons conspire either to
commit any offense against the United States, or to defraud the United States, or any agency thereof in

any manner or for any purpose.

In his pursuit to find justice and uphold his sworn oath to protect and defend America’s constitution
and national secrets, Mr. Bergy believes he has exposed a much larger group of people protecting Gen.
Jones, and likely Jon Huntsman. Mr Bergy believes at the very least such highly questionable
relationships between the subject of Mr. Bergy’s 2015 IG complaint and Gillian Turner, a senior FOX
News host, warrants further investigation for potential obstruction in Mr. Bergy’s role as a federal
auditor as claimed in his 2015 Inspector General complaint. The Anti-Drug Abuse Act of 1988
(Pub.L.No. 100-690, § 7078, 102 Stat. 4181) created an obstruction of Federal audit offense, codified
at 18 U.S.C. § 1516. The statute provides: Whoever, with intent to deceive or defraud the United

States, endeavors to influence, obstruct, or impede a Federal auditor in the performance of official
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duties relating to a person receiving in excess of $100,000, directly or indirectly, from the United
States in any 1 year period under a contract or subcontract . . . For purposes of this statute -- The term
"Federal auditor” means any person employed on a full- or part-time or contractual basis to perform an
audit or a quality assurance inspection for or on behalf of the United States: the term "in any 1 year
period” has the meaning given to the term "in any one-year period” in section 666 [of Title 18, United

States Code]

The Anti-Kickback Act of 1986, 41 U.S.C. § 51 et seq.. modernized and closed the
loopholes of previous statutes applying to government contractors. The 1986 law attempts to make the anti-
kickback statute a more useful prosecutorial tool by expanding the definition of prohibited conduct and by
making the statute applicable to a broader range of persons involved in government subcontracting.
Prosecutions under these statutes must establish the following;

Prohibited conduct--the Act prohibits attempted as well as completed "kickbacks,” which
include any money. fees, commission, credit, gift, gratuity, thing of value, or compensation of any kind.
The act also provides that the inclusion of kickback amounts in contract prices is prohibited conduct in
itself.

Purpose of kickback--The Act requires that the purpose of the kickback was for
improperly obtaining or rewarding favorable treatment. It is intended to embrace the full range of
government contracting. Prior to 1986, the "kickback" was required to be for the inducement or
acknowledgement of a subcontract.

Covered class of "kickback" recipients--The Act prohibits "kickbacks" to prime
contractors, prime contractor employees, subcontractors, and subcontractor employees. These terms are
defined in the Act.

Type of contract--The Act defines kickbacks to include payments under any government
contract. Prior to this legislation, the statutes' applicability was limited to negotiated contracts. Knowledge
and willfulness--The Act requires one to knowingly and willfully engage in the prohibited conduct for the

imposition of criminal sanctions.
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ClearForce.com is a unique and potentially dangerous business model that was built from core
components of the ShadowNet, funded originally from Department of Defense, taxpayer appropriated
funding under highly questionable circumstances; legally and cthically. The ClearForce application,
originally built by Dynology. was designed to take the ShadowNet’s social network., psycho-predictive

capabilities to the next iteration,

Using proprietary technology from our work in Iraq supporting the 4" POG, such as non-attributional
social media collection. databases and taxonomies, as well as real-time social media targeting,

audience, engagements and appeal. The ClearForce application was originally built and developed by
Dynology. and Mr. Bergy discussed with Dynology s president, Jim Jones, the ShadowNet backbone

component described above.

After adding real-time criminal background, travel, medical, financial and credit to the core
ShadowNet capabilities the ClearForce application was built from, Jim Jones stepped down as
Dynology president and launched ClearForce.com. Development of the ClearForce application began
after the Snowden classified documents leak as a means by which to provide NISPOM compliance for
companies and organizations that have employees with clearances. The launch of ClearForce brought
on several new board members, including but not limited to the now deceased Democrat California

Congresswoman, Tauscher, and President Obama’s former CIA Director, Gen. Michael Hayden.

Artificial Intelligence was then added to use this massive amount of data to create predictive
behavioral profiles used to determine of someone is likely to steal or leak classified information.
ClearForce also makes these behavioral reports sometimes referred to as, ‘Minority Reports” in

reference to the movie of the same name that also had developed predictive behavior reports.

Mr. Bergy is deeply concerned knowing of his experience with Jim Jones, threatening Mr. Bergy to

falsify a document requesting renewal of his Top-Secret clearance with his job and conspiring in Mr.
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Bergy’s constructive termination (exhibit #4) operating as the president of a company that provides
NISPOM compliance for clearances. Mr. Bergy believes any and all government contracts with

ClearForce be suspended until an internal investigation and the outcome of this complaint is resolved.

Potentially even more concerning to Mr. Bergy is that ClearForce provides these predictive behavioral
services to the private sector, and the potential for malevolence and abuse with a memorandum of
understanding between ClearForce and a company like FOX News, MSNBC, CNN and others could
be tremendous. Mr. Bergy believes that if a predictive behavioral application can be used to
predictively prevent something bad from happening, it could also be used to create something bad that
might not otherwise have happened. One example might be if the DNC was a client of ClearForce,
they could build predictive behavioral models based on existing principles of reflexive control
developed by Russia, and influence someone like Seth Rich to steal the data with a thumb drive.
Instead of hacking a secured computer network. you’re essentially “hacking” a person to affect the
same results. What if you wanted to alter the 2™ amendment debate by triggering an asset you

identified and targeted months earlier into walking into a school and shooting children?

There are two things that essentially make that possible, one is known as the “HUMINT” component
where you compile all the possible data you can, the more personal and private. the better. The second
component is the computing power and artificial neural networks necessary to process all the analytics

from potentially millions of potential “targets.”

. Mr. Bergy considers this one of the most significant threats to American sovereignty our nation has

likely ever face. Gen. Jones believes this and is one of the most outspoken advocates of 5G wireless
technology in opposing China’s market share to protect American’s from China. Mr. Bergy is more
concerned with whom will be protecting American’s from Gen. Jones and the massive data and
intelligence operation he now privately owns? Additionally, ClearForce has issued a public statement

on their website on their partnership with the investment company, Centricus, which is based in the
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UK. At around the same time, China Merchants Group and Softbank formed a $15 billion investment
with Centricus. (exhibit #11) It is well reported and documented that China uses investments such as
this to obtain intellectual property rights from companies it invests in. It is also well documented that
China seeks the same social monitoring and predictive capabilities that ClearForce provides to control
populations within China, such as the Muslim Uyghurs, Mr. Bergy took this information to the FBI
Tampa field office in early 2019. Mr. Bergy was instructed that the FBI would review the information
I submitted, which included information Mr. Bergy has about the murder of “journalist”™ Jamal

Khashogii. This information requires an above Top-Secret clearance to discuss in detail.

- The FBI agent called Mr. Bergy back after about 5 days and said they did an initial review to verify

who Mr. Bergy was and the credibility of his claims, and was told that Mr. Bergy’s information was
turned over to the FBI’s international bureau that handles such information, and Mr. Bergy would
receive a call from them within 5 days. Mr. Bergy was never called back, and any attempts to follow-
up have been unsuccessful. With all the apparent corruption in senior levels of FBI that has been
reported and investigated over the last few years, Mr. Bergy is extremely worried that his complaint
was covered up. There is simply no justification for the FBI not to follow-up on a tip involving the
murder of a journalist, and Mr. Bergy has explained to them there is much more he can’t say outside of]

a SCIF that Mr. Bergy believes is relevant to the investigation.
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Certification and Closing

Under Federal Rule of Civil Procedure 11, by signing below, I, Patrick Bergy, certify to the best of

my knowledge, information, and belief that this complaint: (1) is not being presented for an improper

purpose, such as to harass, cause unnecessary delay, or needlessly increase the cost of litigation; (2) is

supported by existing law or by a nonfrivolous argument for extending, modifying, or reversing existing

law; (3) the factual contentions have evidentiary support or, if specifically so identified, will likely have

evidentiary support after a reasonable opportunity for further investigation or discovery; and (4) the

complaint otherwise complies with the requirements of Rule 11, A.

Date of signing: M//, oy A;, 2

"> Z02¢>  Dated this day of Month, year.

??C ,'C,JL/ (2 R’-? 5
Printed Name: | &1l (O, (_)tf(j_Lf)

Notary:

@:\";JNL [, Ué); j,‘

Slgnature Patrick B. Bergy

Dated this day of Month, year.

Printed Name:

AFFIDAVIT: STATEMENT OF FACTS - 19




EXHIBIT #1

INSPECTOR GENERAL
DEPARTRENY OF DEFENSE
4500 MARK CENTER DRIVE

ALEXANDRIA, VRGN 22350 1500

November 19, 2015
20151001-033475.CASE-01

Dear Mr. Bergy:

This is in response to the complaint you filed with the Department of Defense Hotline on
September 30, 2015, alleging reprisal under Title 10, United States Code, Section 2409
{10 US.C. 2409), “Contractor employees: protection from reprisal for disclosure of certain
mformation,” implemented by Defense Federal Acquisition Regulation Supplement,
Subpart 203.9, “Whistieblower Protections for Contractor Employees.”

You alleged that management officials reprised against you for mzking protected
disclosures.

Your former employer, Dynology, is a subcontractor to Engility, the prime contractor
under a U.S. Army contract. Employees of subcontractors are not covered under the provisions
of the version of 10 U.S.C. 2409 applicable at the relevant time.

Based on the above, we have closed your case. Should vou have any questions, pleaze
contact Mr. Daniel Lear, Supervisory Investigator, at 703-604-8533 or email at
Daniel Lear@DoDIG . mil.

Sincerely,

TOLEKNILGU  eikmden tsomms

LA 1, kS G,
N.1403967919 o i e

e HH5 V10 1AR) S50
Nilgun Tolek
Director
Whistleblower Reprizal Investigations
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| responded to Dynology that it was hoping to find
another position with Dynology back in the states,

* Ispecifically said “It was not my intention to
resign from Dynology” -
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ck Brrgy cpenbresge@imen cumm
o g1 ity Bt for Manamars (NCLASSHIED

TR —

FI LRt day i Ry 27, 3 e

o W'ﬂ\m Wﬂ' LMB!J « "“JWW}& U’E}
el 5114/ 3028 1036 P

Vo rpl SN SCTR USARMY (1)
Cr: Dl vy

St T AVETS 3y Beport for Mg s {UENCLASS ]

P,

#4 w rentituden . you redd o coenplate the foflowing s te v departure from
Oteach, o e o cogy ol et redpiation tetter nowe o ity hat

eifical masion of yar trgurling contrace.

L Turst it CAC, Glvm o i 10019 sigiond by 1RE
& Fuwen in v conte o £ encle fubia tnclueknd)

5. Ture bn wie's LS ongian 99 card

A, Furr in Coamier it 1o Dhalghe Patsan

8. Torr: by Rtk Aoy fiaddgs

. oo bn by bo 8313

Best, Duck

Uopd "W, Budunan, ur. - TR

Engifity USE Conpdsdatad Tnamlonmation Tame
PFriogam Earuger

[5N: RIS 23R4l

I received an email from the Engi'lity prﬁgram
manager with out-processing requirements. | sent this
to Dynology telling them | did not want to resign,

Fatrick Bergy <pathergy@nuncoms
Pz ATCES Dally Report for Managers AURCLASSIFIED)

Yo Pakik Bergy

Froam: Ratnck Bargy

Sent: 5/18/2015 5:31 PM

To: D Mags; Nengy Estyells
Sublect: RE: ATCTS Daily Report for Manapers [UNCLASSIFIED]
David:

Bynology vas intanding to try and [ ancther positon back home f0r me when we
ke Last, s n-asm‘t the-case? If Dynalogy is planning t et me mnrean bR imd nvow
506 can make £ 1t was not oy inter Dynology, but
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Famck




Dynology responded that all their current openings S N i
Fcyiilvea Elearance. atrick Sergy <patbergy @man.coms

FUATOTS Daily Kepors for Mansgers (UNCLASSIFIED)

Ty Bakuw Seeay

* Asked me to send an updated resume. oy

From: David Haas oo

Sent: Tuesday, May 19, 2015 10:50 AM

To: Patrick Bergy

€t Lawra Clark; Nancy Extraila

Suliject: HEATCTS Daily Repart for Managers (UNCLASSIFIED)

Patexck, 1 wvadabie wrnd right nov everyThing requines a

chraranie. We heve 1o walt until we hn:l out the status of your cearance. Any idea when
you wil get officlal word on whether you wil e renewad our rejacted? Untlhwe haar,
were have to assume that you will be terminatmg, but t hope that & not the case. Aka,
ten't your family In Florda? Our SOCOM positions are no lenger located there...

Meantime, can you send Bn updated resumeas?

This was my response. Pty ;
ram: stha ssilehenoligsom
o pathar gyBauncon
Subject; HE: ATCTS Daily Roport for Managers (UNCLASSIFIED)
Date: Tue, 19 May 2015 13:56:00 +0000
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I truly have no idea how Virginia could have sided with
Dynology that | had quit, rather than having been subjected
to constructive termination by removing my paosition.
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1 May 1, 2015

To Buck Buchanan, J8 Program Manager:

I believe that government officials in leadership positions have a responsibility to maintain the
highest levels of integrity.

I believe that even though | will no longer be providing a supporting role for J8 KM, as these same
leaders have moved my responsibilities to the PAO, | have a responsibility to hold those that do not
measure up to such standards of integrity within our government to have them held accountable. Not
only for my own personal integrity, was which clearly called into question most recently in a email
sent o my Program Manager which was totally false, but to those that follow me under which these
government official will be holding oversight.

Dr. Knowles sent to Buck Buchanan, my immediate supervisor, an email that made unsubstantiated
false claims and accusations that directly call into question my character and ethics in the workplace.
| believe he did so out of malice, and in doing so directly used his position of leadership in what is
clearly and abuse of his authority for personal reasons.

| believe his actions were as a direct result of the fact | recently refused to overlook my responsibility
for our network security and protocols by requiring him to follow procedures set forth in both AR 25-1
and in the KM SOP regarding required memorandums and certifications. But, in fact, this same
incident happened over a year ago, which is when the initial retaliation actually began.

| believe additionally that other incidents where | have challenged his requests to implement security
procedures which were in direct violation of Army regulations over the past year have also resulted
in a direct and personal attack on me by Dr. Knowles, which has essentially left me in a position
where | have had all duties and responsibilities removed from my daily role as KM, and which has
now led to the elimination of my role here in J8, and being moved to the PAO.

I believe that all of the actions as stated above were a direct result of me doing my job
responsibly, and has been nothing less than a personal retaliation on me for the last year that
has directly resulted from me performing responsibly my role here in J8 and adhering to security
policies and procedures that are specified in numerous Army regulations.

There is clear, documented and visible evidence of retaliation from more than one of the key
leadership within J8 for my insistence that compliance be maintained within the AO for which |
was responsible as the J8 KMO. | have literally been told not to take any actions for the
development of the J8 sites (NIPR, CENTRIX-K, GCCS-J) without the authorization of Dr.
Knowles since the day | refused to assign him rights and permissions to the KOR domain
because he did would not present to me the proper, required documentation and
memorandums. He then ordered me to stand down, and gave himself the authority and
permissions without ever providing the USFK KM with the proper documentation, and was
simply allowed to assume the authority of the J8 KMO without question.

I'have since spent more than the last year with instructions by Dr. Knowles to our Program
Manager that | was not allowed to do anything until he told us to. This went on for about a year
now, until the J8 KM was ordered to move our support to the PAO. My objections to the security



issues | described above were all well documented in emails to my chain of command, and |
can provide them at your request. In fact, it was just a matter of a few days from the time | filed
a complaint with my Program Manager, in which Dr. Knowles could be heard shouting at me
over the phone from across the room by my colleague because | had asked him to verify his
required credentials and certifications for rights on the CENTRIXS-K portal. Within just a day or
so of my filing of that complaint that | was told J8 KM contract support was going to be moved to
supporting the PAO. | would like to formally state that | believe this to be the final act of a series
of retaliations by Dr. Knowles (and another military officer in J8 leadership) that began more
than a year ago.

Patrick Bergy
Dynology Corporation
USFK J8 KM

Digitally signed by Patrick Bergy
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17th JulyPresident of Clearance Compliance Contracting Company
ClearForce Knowingly Submitted Falsified Application for
Top Secret Clearance

Clearance Compliance Contracting Company ClearForce CEO Knowingly
Submitted Falsified Application for Top Secret Clearance!

ClearForce is an application developed to automate the compliance of new laws by developing
threat behavior profiles on employees from monitoring social media, banking, credit and law
enforcement, both at work and at home. Directors include Obama's former National Security
Advisor, General James Jones, his son, Jim, and former head of the CIA, General Hayden.

Written and Published by Patrick Bergy
17 luly, 2017

There are 3 types of clearances the government will issue. (1) Classified, which is good for 15 years.

(2) Secret, which is good for 10 years, and (3) Top Secret, which is good for 5 years. Previous assighments | held
required a TS\SCI clearance, which is what | had when | came to Korea in 2010. My contract in South Korea only
required a Secret clearance.

The cost to the government for renewing a TS is so high, | don’t know for sure how my company ever justified to
the government that | needed to maintain my TS clearance. What | do know is that a TS clearance is far more
valuable to an employer than a Secret, for all the reasons | stated above. | was asked this question by our program
manager wondering why my company was having the government spend so much money investigating a TS
clearance that was not authorized or needed on the 5 year contract | was working in Korea. When | relayed his
question in an email to the president of my company, Dynology, | could not find any response in my personal
email archives from him with an answer, just the email | sent asking the question from my personal email account.

Preparing the background information for a Top Secret clearance can take weeks, especially when you are 9,000
miles from your home. When you complete the form it requires prior addresses you lived going back 10 years,
including the names and contact information of people you lived with and your neighbors. Every place you have
a stamp for that you visited in your passport needs to be accounted for, as well as anyone you co-habitated with,
such as your wife, and her family. My company contacted me via email and said | had 24 hours to complete the
background packet for a TS clearance, and if | didn’t, my clearance would be revoked. Nothing like some good
old advanced notice from your company’s security officer, which in my case was Jim Jones, the president of
Dynology and the son of Obama's former National Security Advisor. | freaked, and thought this was totally
ridiculous. Nobody can properly complete their background packet in a week, even under the best circumstances,
and | was in Korea.
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Well, it was incomplete inaccurate, but | got it done in 24 hours and sent in to Jim after staying up all

night working on it. | sent it off and thought everything was good. Jim acknowledge receipt, and said
he would contact me with any further information he required.

I ask all of those that question the intentions or integrity of General Flynn and anyone

entering the new Trump administration to consider what is tru ly involved in completing a
truly accurate e-QIP for a clearance.

1 don’t remember if at the time Dynology was in the process of moving to their new offices on the 15th
floor, up from a lower floor in the beautiful Towers Crescent building in Tyson’s Corner, VA., or what the
reason really was for the screw-up. | was contacted a few months later with some new information on
the status of my investigation. | was told that something went wrong and | had to replicate everything
I put down in the previous background packet to a new one. It had to be as close to being exactly the
same as possible, but that was going to be a problem, as | didn’t have all of the original documents
from November, 2011. It was absolutely ridiculous, and | was told by Jim that my job depended on me

having an active clearance, and if | didn't complete this in 24-48 hours, | would no longer have a
clearance, or a job.
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which the U.S. government ended up spending the next 4 years investigating. Talk about your “hurry up and wait”
scenario. | completed it and literally ran to the Fed-Ex on base to send it out. The Fed-Ex truck came 15 minutes
after | left for the last pickup of the week. You don’t cut losing your job much closer than that. That is unless you
actually had completed the form as it stated, and were not told by the president of your company, and the
program manager, to falsify the dates.

On Feb 7, 2012, at 1:50 AM, "Patrick B. Bergy" wrote:

“Jim;

I got all documents out to you fed ex. literally ran over a mile to make it on time. Printed the last
document and memo just 15 minutes to spare. | was very rushed on the memo. Even working on
the docs last night after speaking with you and all day today. | essentially made exact duplicate of
each document and signed them with today date. | only had one or 2 or the originals signed that |
could find. | had sent you all my originals because | could not print well. | will check in a few others
places and if | can find anything | will send them tomorrow. What | sent today is scheduled to arrive
either Tuesday late or Wednesday. When | get back to my desk | will email you with all | did, I will
work tonight on something better for a memorandum. | don't know if you need to send with an
original signed copy or a digitally signed copy. If you need an original | will “send them tomorrow
and will give you a Thursday delivery.

I spoke with Rich Blunt and asked him if MPRI had any issues getting an investigation done here in
Korea. He said there are no issues and that OPM has both government and contractors here. Rich
had a question though about my clearance that | could not answer. | received my TS in October,
2007 and is good for 5 years as | understand it for SBI. My job requires only secret and | understood
secret is good for 6 or 7 years and doesn't require an investigation. What is the reason we are
needing an investigation? He didn't care and is aware of the issue with the signatures and original
copies after walking by my desk and seeing me working on them. Not something | brought up to
him and again, he is fine with everything and offered to help if there was anything we needed.

Please send emails to my personal account for the time being. My Dynology email is not working
correctly from my phone. It was working but | did not get your email from the weekend on my
phone until | removed and reinstalled on my phone last evening. Works fine from my home and
office computer though but | don't have the ability to check as frequently,

Regards,
Patrick

Wanting to make sure and cover my ass, | sent the above response to Jim Jones directly. In it | made clear how
impossibly rushed | was to provide him with the documents. This process would normally take weeks to collect
the information and properly complete. | was given 24-48 hours. And all of what | was rushing to do was just
recreating the documents | did in a total rush back in November. | don’t know what the reason was for me having
to re-do all of the documents from November, 2011, but it was now February, 2012, and | was being coerced
with loss of my job to change the dates from February, which was the truth, to November, which was a lie. All
because Jim lost the file | rushed to Fed-Ex him back in November.

As you can see in my initial email, | had redone all of the original documents from November, 2011 and signed
them with today’s date (February, 2012), just as the document required. This is a quote from the email shown
above,

“I essentially made exact duplicate of each document and signed them with today date.”

It really needed to be that way because | was signing a federal document that says it is a federal offense to
knowingly provide false information, and this was knowingly false. The document was not originally created in
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in my email you can see | mentioned that the OPM had refused the ones dated February, 2012 and supports my

concerns about what Jim can be clearly shown instructing me to do, and how he is getting frustrated with my
reluctance to comply with his request.

| also brought to Jim's attention in my response a discussion | had with Ret. Brigadier General, Rich Blunt. This
doesn’t prove | spoke to Rich, whom was our program director, but it does prove that Jim Jones, the president of
Dynology, was aware of this. His response that followed did not address any of the facts or questions | presented
to him, but his response to this thread acknowledges his receipt. | also have emails that show | setup a phone
meeting between Jim Jones and Rich. All | can say is that these are my words in this email in which | describe the
events that occurred at the time, and that is a fact. | make no claim that shows Rich Blunt would have agreed or
disagreed. What | was told is that getting authorization from the federal government requesting an investigation
for renewal of my TS clearance on any job, whether the position only required Secret or not, would require
someone from the prime on the contract (MPRI), to approve it. That someone would have to be at Rich Blunts
level or above. A simple FOIA request will show exactly who from MPRI sighed the document, as well as showing
if they had stated a TS requirement for a position that only required Secret. | am very curious as to what their
justification was. That said, whatever the justification, this investigation took nearly 4 years to complete, and
likely cost taxpayers 10’s, possibly hundreds of thousands of dollars to investigate. Atno time did my contractin
South Korea ever require me having a Top Secret clearance. The reason for only having a clearance level equal to
that of what your position requires is not just to save taxpayers a lot of money, which it does. It is also a matter

of protecting national security by ensure people only are given the compartmentalized level of clearance they
require at the time.

This was Jim’s response a few hours later:

“Pat. You were to send signatures with Nov date. These are no good” And |

replied:

On Feb 7, 2012, at 7:10 AM, "Patrick B. Bergy" wrate:

“I'sent both Jim. Should he ok but | only had 2 with the original signatures, and they are going to
look exactly like the ones they are refusing. | sent the only originals to you in November. | have no
means by which to send you originals signed and dated in November, only copies. | cleaned all
documents up and could date them and sign them from October, but it would be obvious they
were copies and clearly not signed then. Do you have the originals | sent before?

Please advise me as to how | should proceed. Can you speak to the contact with OPM for
guidance? Patrick

And Jim replied:

Subject: Re: eQip
Date: Tue, 7 Feb 2012 12:39:54 +0000
“Call now if u can”

I cannot verify what was said over the phone, so I will list only my response after our call:
Sent: Tuesday, February 07, 2012 8:07 AM
To: jjones@dynology.com
Subject: RE: eQip “Jim:
Here are the copies I cleaned up. | know you are busy, but if you can find a few minutes to write
what you think | should say (I will fill in dates and such), it will make sure that my memo expresses
most precisely what needs to be said. If not no worries, | will get it taken care of and send out Fed-
Ex tomorrow. Let me know if the files | have attached look acceptable. They are extremely closely
formatted and | was very careful to make sure all the content is accurate.
Regards,
Patrick”
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do theirs. Jim received the copies | sent him to review and replied as follows:

Pat...Ireally don't know how to say this...the copies you sent are dated Feb...your investigation was
not submitted in Feb...it was 11-28-11. It is different and they will not accept. Why is this not sinking
in? You are making this WAY too difficult.

The files are acceptable in that they are legible but AGAIN...you have signed it in Feb!!!! | have zero
time to write the letter but if you simply did what you said you were going to do...you wouldn't
need to,

You need to advise me on how you want to proceed. I'm frustrated and | believe we may have lost the
window to reply.

You need to also understand that | can no longer hold you on a contract without an active clearance
should they render you into a loss of jurisdiction classification again. This could happen as early as
Friday of this week for non-compliance.,

I'm sorry Pat but you've made an easy situation extremely difficult,
You need to call me ASAP and don't stop until you get a hold of me.
I will be out of pocket from 12-3:30 EST Jim

Jones

To me, changing the date on an official document is extremely difficult, even though | had both a retired general,
who is our program manager, and the president of my company, whom is the son of President Obama’s National
Security Advisor, Gen James Jones, telling me it was OK. It still didn’t feel right to me, which is why | asked Jim to
check with OPM to make sure it was OK, and assumed it was. That is also why | put it in the email | sent to Jim,
and had it sent to my personal email account. | figured someday if there was a problem and | lost my clearance,
it wouldn’t be just my word against theirs. That someday came, and | was correct in documenting it, but it didn’t
do me much good so far.

Aside from the fact my job only required a Secret clearance, | knew it was a horrible idea to run my Top Secret
clearance less than a year after my first divorce. Doing my Top Secret wouldn’t have been a bad thing, if | was
given more than 2 days to complete a security packet that lists everything | have done and everyone | have known
in the last 10 years. A complete and accurate packet is essential for adjudication of your clearance, especially if
you have had any major changes in your relationships. Jim Jones was not just the president of my company telling
me that if | didn’t alter this document | would be fired, he was also my Security Officer, and was the one who
instructs me on what to do. Jim knowingly submitted a falsified document to a federal agency that affirmed
everything was true under penalty of law. | just did what my security officer told me, and documented
everything. In the government we call that CYA, or covering your ass.

There is no protection you can get from the government when something like this happens. If | don’t do what
my security officer tells me, and | have expressed my concerns, there is nothing | can do. Does anyone believe
this abuse of authority is the exception, and not the rule? If you do, you are wrong! This has been the rule with

every company since | started working for the military.  This was my response to Jim:

From: Patrick B. Bergy

Sent: Tuesday, February 07, 2012 5:22 PM
To: jjones@dynology.com

Subject: RE: eQip
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to make sure they are acceptable, as they are acceptable. other original and | spent the better part
of 2 days reproducing them. Today, when | get to the office, | will print, sign with November date,
scan and send to you Fed-ex by 3pm. You just were not able to open the Zip file | sent you so |
opened and sent same file back. | fully understand you want the new files | created yesterday dated

for November and signed now. You will have that shortly and the originals in hand Thursday.
Patrick

And this was Jim’s response to me:

jjones@dynology.com <jjones@dynology.com> wrote:

“Pat...you need to call me. This is getting crazy. | only have one original with the 11-28-11 and that
is the authorization for release of information and a copy of the fair credit reporting disclosure with
the same date (not the original). Other items are dated 2-7-12 or have portions that are not
readable. What gives? Is there another FedEx on the way...hopefully? lim Jones”

You will notice my comment in the above thread says “l1 fully understand you want the new files | created
vesterday dated for November and signed now.” How can a document dated November but signed and created
in February, swearing under penalty of Federal law that everything is true and accurate, be legal? My
employer/security officer was telling me this was required, but | cannot imagine why it was ever necessary. |
really wonder what happened between November, 2011 and February, 2012 that required all of this to be done
again. | don’t remember what reason | was given exactly, but do know it wasn’t because of anything | did. Once
I completed my eQip in November, | gave it to my company security officer, and they are responsible for
administration and management of my clearance. | want to say it was an administrative error that went
unnoticed because Dynology was in the middle of moving their offices, but | cannot remember for sure. | do
know | was being treated like garbage for something that was impossible to do, wasn’t necessary, required
falsifying federal documents, and was not the result of anything | had done wrong or caused,

If the email thread | showed you above sounds like my TS clearance was sort of screwed from the beginning, you
would be correct. Not renewing my TS and leaving me with having a secret clearance for the next 5 years wasn’t
good enough, even though that is all | required for the next 3 or more years that was left on my 5 year contract,
I cannot speculate as to why my company would do this, | can only provide you with documented evidence in the
form of emails from the president of my company that they did.

| can tell you that the value a TS clearance adds to an employee of a company is in the $10’s of thousands of
dollars annually. The correct process would be to let the TS expire, and if | did get a job that required a TS, my
company would submit for an interim clearance and | would start the TS process over again at that time. |
couldn’t even guess at how much fraud, waste and abuse like this costs taxpayers. This was my clearance, issued
by the U.S. Department of Defense before | even began working for Dynology. My company is tasked only with
managing my clearance, not managing their clearance so they could use to profit from on other bids.

I have detailed my email correspondence with Dynology to you as factual evidence for you to make your own
conclusions. It is common knowledge that many companies use security-cleared employees with Top Secret
clearance to bid on projects that the employee will never even work on if they win the contract. All they want
are security-cleared names on the proposal. The average salary of an IT person with a Top Secret clearance is
between $100,000 and $130,000 or more annually. Already having had a Top Secret clearance makes the process
much easier for someone like me after | leave Korea and take another clearance job that requires a TS clearance.
Having my clearance administratively revoked makes it far more difficult.

General Jones and his son, Jim, now oversee a company that is responsible for compliance of government
clearances. | have submitted a copy of this to the FBI in hopes they will investigate, but | am not holding my
breath. These folks represent the deepest depths of DC "deep state" swamp known as the Military Industrial
Complex.
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FEDERAL ELECTION COMMISSION

)
& HOME S CAMPAIGH FINANCE REPCRTS AND DATS

FRESIDENTIAL RERPORTE / 2007,

DISBURSEMENTS BY PAYEE

JOHN MCCAIN 2008 INC.

PO BOX 16118
ARLINGTON, Virginia 22215

FEC Committee ID #: C00430470
This report contains activity for a Primary Election

Report type: July Quarterly
For election on 11/04/2008
This Report is an Amendment

Filed 02/26/2008

1-800-FLUOWERS.COM

2.85 GUYS 528.11
*— 3EDC LLC 333,340.30
A+ COMMUNICATIONS AND SECURITY 132,06
A-1 RENTAL CENTERS 1,315.46

& 0 C W Notsewurn | docquensfecgowpres/ i (HEBOA 70 Ryt
DULLES [NTERNATIONAL 45.0C
DN & BRADSTREET 145.00
DUNKIN CONUTS 384 215.86
» DYNOLOGY CORPDRATION 149,932.55
EASTMAN, JOEL 4,500.00]
EAT MORE TEES 594.34
{ECONOLODGE 1,165.05
{ECONGLODGE - SI0UX CENTER 504,68
{EDISON ELECTRIC INSTITUTE -150.00)
{EDONATION. COH 56,325.35,
{EDWARD GERSH BOLITICAL ACTION COMMITTEE 1,100.00
{Ein. voussiF 200.00










ShadowNet Connections to 2010 Ukrainian Election
and South America influence O_perations

Dynolagy
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This is a screenshot enlargement of an
actual Dynology flyer from 2009.

+  Itshows a screenshot of Orkut.

*  Orkut was owned by Google.

* It was South America’s Facebook - before
Facebook was really Facebook.

«  Orkut closed in 2014 citing to many fake
accounts used in influence operations.

* Orkut is now Hello.com (Turkish founder).
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EXHIBIT #6

@tion Operations

mology

Information Operations in the Internet Age

Information Oparations and PSYOR in particular are 2 vl pare of
the broad range of diplomatic, informational, military, and economig Producty & Services
{DIME) acuivities.  Iafluencing  the behavior of foreign target
audiences (TAs) in today’s glotially-connected community demands
a full spectrum of media approachas that augmesie traditional pring
a6 brosdeast capabilities.  Intecner based communications, Inciud-
g wabsives and email, cellutar short-message services {5M5), social
netwaorking sites (3N5), and peer-o-paer (P2P) fite sharing syscems
are being adopted by adversaries at an increasing rate globally. The
speed at which information flows “virally® among influencers and

Shadowhles ™
*+ Secure, remeta deskiops praviding
unfiltersd Invermet xcenss from:
‘anyrwhers in the world
* Croates a prowscted “wndbox for
tnzarnat activity using a hovel el

. ¢ ized architecture
audiences within-and-berween ench of these technology domains is * Rediees expasure and risk associared
a phienumenen unparalieled in human Ristary, with Wi Browsis 2 :
The chaitenge lies in your ability to sperate within this new idorma- Py

tion age & engage threats discriminately, to balance sucurity and
synchronisation of actions, and to integrats white, grey, and hlack
PSYOF product categories so thag every sevies of actions and
products is aligned with established themes and objectives.

* Searchable reposicory for archiving 21t
incernet-based influcnce operationg
# Frovides Continuity & Complings

"W porer ophanent ik of cholerie tenmped, oy Lo drigee hin If bects goropant oy 1o ene

1 s oot
Brepaved afier resigameation, oy to weae thes down, if they ate united, wry te sow dirsension ampny then”
- Sun Vzu's The At of War

st [ the waenmy troops are well

Your Challenges

Whaen conducting investigations or operations seivities using. Interner bused technologies. you must overcome five crudal
chatienges;

* How do you evaluate your impace indicators and meassuras of effectvenesy?

* Do you work in a viroalized environment that is sanitized beoween each actvity?

* What da yirs use to cooardinate entity engagements between muiltiple operators?

* Can you guarantee continuity of operations throughout troop rotations and contract changes?

* Are you in control of how your aetivities are attributed 2nd cortain your TAz see you the way you want them to!

The Dynoiogy ShadowNet™ and Psy pladorms™ .- purpose buitt and hield-testad by experienced military professionals
together represent the best solution to each of these chaltenges.

Fear mote wly pleose cuntct Dynolagy Carporation » BOOD Yowers Crascant Drive, Suins 1350 Vienve, VA 22182 » 203 9177005



ion Operation

Dynology

ShadowNet™

Information Operations across the Department of Defense {(DoD) share a common requirement to leverage the Internet as a
means to understand target audiences and engage them directly through Internat-based influence operations, The vast use of the
Internet and it's social networking capabilities makes it a rich source of information essential for 10. However, many DoD
elements lack the proper tools to safely engage via the Incernet as the NIPRNET rypically blocks access to social networking sites,
chat sites, and other sites deemed “high risk” from an infarmation assurance perspective. This makes use of NIPRNET to support
detection of activities of interest and data mining for 1O situational awareness close to impossible and at best, a significant
challenge. The Dynology created ShadowNet supports the 1O mission by providing secure. unfiltered, and ANONYMOUS AcCess to
the World Wide Web.,

Dynology's customized security solution, ShadowNet ™, protects organizational assets and resources while working online. Our
solution leverages virtualization technology from leading providers like VMWare and Citrix to safely separate intermal corporate
networks from the dangers of the Internet providing a safe “sandbox” with which to conduct your Internet activity. ShadowNet
sessions are safely isolated, but accessible from your desktaop.

ShadowNet™ daskeop connections use secure encrypted
SSL connections to view presentation information only
{screen shots, keyboard, mouse). Desktops are automati-
cally returned to “pristing” stace nightly. If a desktop is
compromised, potential damage will be isolated away from
your internal assets and contained,

Additional security measures include: virus/spyware and
intrusion protection, advanced traffic Inspection, firewalls,
and Log Monitoring.

Optionally, ShadowNet™ can include capabilities to
abscure  your Internet activity providing  additional
anonymity, privacy. and security. Web sites you visit will be
unable to detect your true IP address or your true
geographic location. Dynology offers a range of options for
anonymity based on commercial and open seurce solutions. :
Other options are available to provide custom commercial
email addresses for Web sites requiring confirmed registra
tions, mass email rarketing, and engagement tools fo
maobile such as SMS,

iPSY ™
iPsy™ is a web-gnabled database designed specifically for recordingand - nling interace: weveloped in coordination with the
DoD IO community, iPsy™ is a web-based salution with an intuitive user interr. - +or easy and accurate collection of data

during online and social network surveillance and influence operations. Users can create online persoms to interact with electronic
targets (online forums, blogs, and chat services etc.), collect informarion for rarget audience analysis, and influence persons of interest
through online interaction. All activity can be recorded in the iPsy™ searchable database providing the continuity needed for effective
influence aperations. Activities are tied to objectives with advanced reporting features allowing the users to view the operation from
different perspectives, providing a complete record for compliance. The IPsy™ can be deployed as a stand-alone system or as an
enhanced utility on the ShadowNet™ infrastructure as an unparalleled, complementary collection capabilicy.

For more info please contact: Dynology Corporetion » BOUO Towers Crascent Drive, Suite 1350 Vienna, VA 22182 « 703.917.7905
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~ Congressman Bilirakis spoke
- with Devin Nunes yesterday

- to arrange classified briefing

- for me in the next few days.

~ Sorry for call at doctor's office,
- but I'm told you're a journalist
- that seeks the truth. I'm a |
~ Afghanistan veteran and a

- man of honor and integrity. |
~ hope to hear from you, butifn
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Congressman Bilirakis spoke with Devin
Nunes yesterday to arrange classified briefing
for me in the next few days.

Sorry for call at doctor's office, but I'm told
you're a journalist that seeks the truth. 'm a
Afghanistan veteran and a man of honor and
integrity. | hope to hear from you, but if not,|
won't bother you again.

Thank-you for any consideration you can
afford me. Yours, Patrick Bergy
https://americaoutloud.com/mueller
-indictments-tied-to-shadownet-former-obama
-national-security-advisor-and-obamas-cia
~director-not-trump/




» Judge Jeanine '

N
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Judge. The last | heard from
you was back in December
where you had replied that
~ you were looking into my
- story. Nobody has ever
contacted me on your behalf.
I believe you to be someone
of honor and integrity,
just as |, and hope to hear
from you soon. Thank-you.
Patrick Bergy
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Monday, February 4, 2019

" J ) lwill speak to congressman
—  nunes re ur information 1120 PM



Sara Carter
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' Sunday, January 13, 2019
Hi Sara. s
I gotyour number froma '
- mutual friend, NN

He told me you would be
expecting my call between
2-3pm today. Today being
Sunday, if there is a better
time you would like to
speak, please let me know
and | will work around your
schedule.

| promise that what | have
to say will absolu
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E’»l, ) Hi Patrick - calling you
b shortly. Just got back 394 PM



Sara Carter

I

difficult for y'o.u but |

promise | haven't forgotten
- I'm working on making
it clear for the viewer and

~ readers. I'm also taking

some of the other projec

That is great - | spoke with

“Judge Jeanine today and

told her | will start putting
some ideas together to get
the stories rolling - | know
this has been

ts off my plate so | will
have more time

But | think we can start

rolling some of these
- stories out next week

My
ot
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Monday, February 4, 2019

| ) I will speak to

7 congressman nunes re ur

information

7/ Enter
i3

1120 PM

Thahk you. FYSA, I've spo-

~ ken with Sara Carter and
passed to her a great deal
- of information. Expecting
~ a call from her shortly. A
~ lot has happened today
with my congressman,
1195pm  Charlie Crist.
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- next week

- promise | havent for-

gotten - I'm working on
making it clear for the

viewer and readers.
I'm also taking some
- of the other projec

That is great - | spoke
with Judge Jeanine

 today and told her |

will start putting some
ideas together to get
the stories rolling - |

| kn_ow this has been

ts off m.y plate.so‘ l wi'll :

have more time

~ But | think we can
- start rolling some

of these stories out

3:18 PM
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Tue, Dec 18,2018 10:26 AM

Congressman Bilirakis spoke with Devin
Nunes yesterday to arrange classified briefing
for me in the next few days.

Sorry for call at doctor's office, but I'm told
you're a journalist that seeks the truth. I'm a
Afghanistan veteran and a man of honor and
integrity. | hope to hear from you, but if not, |
won't bother you again.

Thank-you for any consideration you can
afford me. Yours, Patrick Bergy
https://americaoutloud.com/mueller
-indictments-tied-to-shadownet-former-obama
-national-security-advisor-and-ocbamas-cia
-director-not-trump/
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Tuesday, December 18, 2018
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Congressman Bilirakis el
spoke with Devin Nunes 5
yesterday to arrange
classified briefing for me in
the next few days.

Sorry for call at doctor's

office, but I'm told you're

a journalist that seeks the
~ truth. I'm a Afghanistan

veteran and a man of

honor and integrity. | hope
~ to hear from you, but if n

VIEW ALL >

10:26 AM

\ 11:55 AM

‘Wednesday, January 2, 2018

- Good morning, Judge. ish
- | appreciate you looking 8

into my story, and | hope
~ your Christmas and New
- Year's went well.

| know your time is very
~ valuable, and wanted to
know if there someone
within your staff | could
~ speak with?

(/ CIer message fiﬂj
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Sunday, January 13, 2019 |

<HiSara. . X bl

- | got your number from a
mutual friend, Nick Vessio.

~ He told me you would be
expecting my call between
2-3pm today. Today being

 Sunday, if there is a better
time you would like to

- speak, please let me know
and | will work around your
schedule.

- I promise that what | have
- to say will absolu

B

2:54 PM

1*~ Hi Patrick - calling you
~= shortly. Just got back 394 PM

Sorry for disconnecting.
Take care of your kids and
s1apm  We'll talk tomorrow at 11

_ Sarah. My Facebook page .
~is www.facebook.com/ I
fc40book

Mv webhsaite i wuna vietime



EXHIBIT #9

Patrick Bergy <pathergy@msn.com» ]
PUFZ0NT 1023 AM

To: Lewis, Kendrick Co Statford, Ditlion; Cary, Steven
Kendrick;

Did you hear anything back from Washington per my request in the thread below on the information | wish to provide
them?

i believe this information may be helpful based on published reparts of election influence by Paul Manafort, especially in
light of accusations he was providing Russians with proprietary tactics in using social media influenice elections and push
their narratives. These claims, as fisted in Manafort's indictments, oceurred a very short time prior to the classified work 1
did for the Department of Defense in social media psychological warfare. Manafort’s Strategic Partnership with Dynology,
the company | developed this for and owned by a former National Security Advisor, which kept the intellactual property

rights to the taxpayer funded social media PSYOP application and strategies and made it available for commercial sale, is
deeply troubling.

1 don't see how those investigating Manafort would know this, as it was all done privately. | am deeply concerned the
tactics and techniques used by Manafort in the 2010 Ukrainian election, as has been widely reported, by Russia in the
2016 U.5. election, and in other reported accounts such as Russia using covert, fake personas to influence the Michael
Brown riots, were fearned from information provided to ther by Paul Manafort amd his companies strategic partner,
Dyniology. The tactics and techniques reported are identical to the work | did on a classified DoD contract for Dynology,
and should be investigated.

Yours,
Patrick

Lewis, Kendrick <Kendrick.Lewis2@mail.house.gov> =

VBT 9030 AM -2

To: Patrick Bergy

Mr. Bergy. you may call the following: 202-225-4121
Best

Kendrick

Sent: Tuesday, November 7, 2017 4:45 PM

To: Lewis, Kendrick <Kendrick.Lewis2@mall.house.gov>
Subject: Re: nice speaking with you. here's my contact info
Kendrick,

Is there a phone number t can call to reach the intelligence committee?

Yours,
Patrick



Lewis, Kendrick <Kendrick.Lewis2@mail.house.gov> i

| —

/72007 1031 AM £

o

To: Patrick Bergy Cox Cary, Steven

Hi Mr. Beray,

Unfortunately, even though the Congressman has voiced support for a bipartisan independent commission to
investigate Russian interference in the presidential election, per the House Committes on Ethics, our office cannot
submit the information you have provided to the DoD on vour behalf You are welcome to contact the
Intelligence Commuittee, but we cannot get involved with this investigation.

All the best,

Kendrick

Re: Privacy form

Pauick Bergy < SN -

AT 207 P

iy

Kendrick - Dillon:

! just turned down a job oppoitunity on a contract supporting a roll out of Windews 10 for the Marine Corp. Until | can resolve the complsint | made was not my fault, and my actions did not violate the
lawi, and cannot honestly complete an SFEE for a clearance.

| must have the claims | made in my official report to the iG investigated and sdjudicated to show | acted property, and within DeD regulations. Although | was told by my security officer my actions

were proper, | don't believe he was being honest, and | nuestioned as such in the emalls which { pravided as evidence in my official repart to the IG, which was what | came ta you about to follow up
with the IG, as they never responded.

Vam a man of honesty and Integrity, which is what our country should want, but they instead threw me under the bus. If you guys won't help, what does that say to other Whistleblowers that do the
right thing, at great personal risk to themsehves?

Please let me knaw what the status is on my official request to Congressman Crist. ) believe it nas baen over 3 months now, and | beheve the 16 has guldehnas for time limits ok responses ta such
requests of roughly 3 months,

Kindest regards,
Fatrick Bergy

-------- Original message ———

From: "Lewis, Keadnek” <Kendrick Len
Date: 8/29/17 4:57 PM (GMT-03:00}
To: patbe;

Sulject: Privacy form

32 B! houge oy

Hi Mr. Bergy,

Carol at Congressman Bilirakis” office told me vou were seeking some e, but are in C Crist’s district. We are happy 1o help, but will nead vou to print, sign and return
the anached privacy form.

Please do not hesitete to reach out should you have any questions
Best,

Kendrick Lewis | District Operations Manager
Congressman Charlie Crist (FL-13)

Office: (7273 318
Eax: (727) 623.0610
696 1% Ave N, Suite #203

St. Petersburg, FL 33701

From: Patrick Bergy

Sent: Thursday, hugust 32, 2017 11:21 AM
Tos Lewds, Kendrick <KendrickLewis2@muail
Subject: Re: Privacy form

Kendrick,

Just as a remander, this IG denial is & separate issue from the paper 1 sign today. The picture | attached shiows the board of directors of CleacForceForce. It goes without saying these are
not the types of people that will be happy with what I'mi doing. [ can really use someone to have my back right now )

VR,
Patrick Beray




e DFigINGl Message me
From: “Lewis, Kendrick" <}
Date: 8/31/17 11:27 AM [GM
To: Patrick Bergy <

Cc: "Stafford, Dillion” <Dillion Stafford@mallhouse g
Subject: RE: Privacy form

Thanks, Patrick! Was nice meeting vou today. Dillion will be in touch
Kendnck

From: Patrick Bergy < ANGGEG—_G——

Sent: Friday, Saptember 1, 2017 1:59:11 PM

To: Lewis, Kendrck

Subject: Re: Privacy form

Kendlrick,

fwrote & post on my blog that you should read thes weekend on your personal time,

Fromy: Patrick Bergy [madio:]

Sent: Sunday, October 8, 2017 12247 PM
To: Lewix, Kendrick <Kend
Subject: Re: Privacy form

Kendrick:
I was hoping to find out the status of my official request pertaining to fraud waste and abuse | filed with Congressman Crist.
Additionelly, | have very Important infi pertaining to surrounding the Russian Facehook issue. Some of what the cong should know requires a classified setting at the 75

level. Other aspects that are not classified | have wiitten about on my blog site. | have found information that directly connects John McCain and Paul manatort to the 2030 Ukrainian election
rampenng, and the soclal media at psychoiogical warfare applications | developed for Gereral Jones and his company Dynolagy.

se-Hag btei?m= |

It is highly unlikety that unless you were a directly involved wath its development as | was, Congressional and US intelligence investigating this would likely never know, as it was developed buy a privete
mitary contracting corparation, | don't claim to have 3 Smoking Gun, but | do have evidence that connects Pau! manafort with the type of software and necessary skills to successfully slter the
outcome of either the Ukrainian or 2016 presidential election using sockal media psychologicsl warfare applications, The claims being made by Facebook and Russian invelvament, as well as claims
being made by us intelligence agencies require very specialized skills and tosls. You don't just wake up one day and decide | want to alter the outcome of & presidential election using tactical social
media psychological warfare, and call the Geek Squad. | believe those in Congress looking at the evidence must be made aware of this information, as well as other infarmation [ cannot speak of
outside a classiffed setting at the TS level,

thave included a POF memo from the Department of Defense that proves my background and knowiedge in this area for which | ploneered Interactive internet Activities, also known as social media
psychologleal warfare, for the Depertment of Defense. As a subject matter expartin li4, | strongly believe we are being led with false information regarding claims of Russian invokvement, much like
WD intal Led us into traq. | beliave my knowladge can provide a plece fo this very complicated puzzie that nobody is considering when weighing the suaifable suidence.

Again, tharnk you for your time and consideration. | hope 1o hear news regerdmg the status of my official request very soan. As | understand the elock runs out for corracting The Whistiebiower denial |
received 2 years ago in October in just 3 few weeks. To me, it s never bean aiout protecting myseif as 3 whistleblower, It is been about investigating my claim a fraud waste and abuse to hold those
responsible accountable for their actions.

| truly believe My, Crist is a good and b bie man, which is Iing wery rase in palitics taday, It's not just about being a Democrat or Republican te him, it's sbout being right or wrong. | even
mentionad him in the book 1 just published, and said much the same as 1 do Aow a% to his character, | will send you & capy when | receiverd my first bulk srder in the hopes that you may Eive to him,

Rindest Regards,
Patrick Bergy



Reply ®)Replyall —>Forward 5 Archive [ Delete [0 Setflag -+
Congressional inquiry

Grenelle, James <james.grenelie@mail.house.gov>

SIETING 334 PM

To: patbergy@msn.com
Good afterngon.

{ have submitted a request for the status of our inquiry. Unfortunately, the DOJ does not typically respond to
congressional inquiries inside of 30 days. While the investigation has been completed, | am have amended my inquiry to
provide a response to you nonetheless.

Regards,

James Grenelle

Caseworker

Congressman Gus M. Bilirakis
{127 232-2921
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Linkedm People w . Gillian

Gillian Turner
Correspondent at Fox News

Washington, District OF Columbia - 500+ connections

Experience

Correspondent
Fox News

Jan 2018 ~ Present: 2 vears 1 month

W Vice President
i Jones Group International

Jurm 2072 ~ Aug 2017 - 5 years 3 months

White House National Security Council

3 years 11 months

Director (Acting)
Jan 2009 - May 2010+ 1 year 3 months

White House National Security Council

Research Associate

Jul 2006 - Dec 2009 - 3 years 5 months

Turner

&% Fox News
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Taking Softbank's lead, China, UK
managers form $15 billion tech fund

Rama Venkat Raman, Simon Jessop 3 ik READ " ¥

LONDON (Reuters) - A China-backed venture plans to raise $15 billion to invest in
technology companies globally, borrowing several pages from the playbook of Japan’s
Softbank, whose §100 billion Vision Fund transformed the race to identify and build the
next tech giants.

China Merchants Group and peer SPF Group will join forces with London-based
mvestment firm Centricns to launch the 100 billion Chinese yuan ($15 billion) China
New Era Technology Fund, to invest or acquire firms across China and around the

world.
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ClearForce Secures Strategic Investment From
Centricus

Centricus Brings Global Experience & Long-Term Vision.

NEWS PROVIIED BY SHARE THIS ARTICLE

S 04 206,06 0G00
Jun 04, 2018, 0800 ET

VIENNA, Va, Juna 4, 2018 /PRNewswire/ -- ClearForce LLC today announces a new round of strategic investrmant from
Centricus Pariners LP, a global investment platfenm based in London and backed by a select group of sophisticated,
giobal and long-term investors. Centricus co-founders Nizar Al Bassam and Daling Ariburnu, led the structuring and

fundraising for SoftBank's Viston Fund, a 100 billien global techneloay investment tund. Centricus works in partnership



Patrick Bergy
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From: Patrick Bergy <patbergy@msn.com>

Sent: Wednesday, February 10, 2016 10:09 AM

To: Patrick Bergy

Subject: FW:  ATCTS  Daily Report for  Managers

(UNCLASSIFIED)

From: patbergy@msn.com

To: patbergy@msn.com

Subject: FW: ATCTS Daily Report for Managers (UNCLASSIFIED)
Date: Wed, 13 Jan 2016 13:10:11 -0500

A L o s LA 110 . A 4 s 5 g e 4 o A B B P B PR A

From: dhaas@dynology.com
To: patbergy(@msn.com

Subject: RE: ATCTS Daily Report for Managers (UNCLASSIFIED)
Date: Tue, 19 May 2015 13:56:00 +0000

Nancy was just providing a stock response to my notification to her that you were leaving your position. Don't read
anything into it. But we do need advance written notice of your change in status, so as soon as you can provide the letter
to Buck, I'd appreciate it. Since this is an unusual situation for us both, let's try to stay in contact as much as possible.

From: Mr, Patrick B. Bergyv

Sent: 5/19/2015 8:31 AM

To: David Haas

Subject: RE: ATCTS Daily Report for Managers (UNCLASSIFIED)

And to answer the other part of your question. I has taken almost 3 years so far for this investigation. I have no idea how
long until it goes before the administrative judge. I do know that their information was all very inaccurate and the whole
process was screwed up from the first interview.

None of that matters here in Korea now that our contract has been modified to the PAQ position after my refusing
unlawful orders, I am not qualified for that anyway. Not to mention the last year [ have spent doing nothing for the same
reason the first time this happened a year ago. My efforts and all of the great work I accomplished the first few vears has
been rendered useless by a few in our new command, and our PM has just gone along with it, so it was useless to stay
anyway. Really disappointed with everyone involved. I hope we can go out for a drink when I get back. Would be nice to
meet and discuss without being 6.000 miles apart.

That said, my clearance is still active until I lcave Dynology. That is all [ know for certain. I am moving to DC, not to
Florida. This will allow me to continue my efforts with the nonprofit work we started.

I'have not yet submitted my letter to Buck. Was planning to do that when out processing. Nancy s request for my
resignation letter and wishing me luck in my new endeavors did not seem to me like just resigning from my current
position, which is why I wanted you to know about my clearance being tied to my employment,



Patrick

From: David Haas [mailto:dhaas@dynology.com]

Sent: Tuesday, May 19, 2015 10:50 AM

To: Patrick Bergy

Cc: Laura Clark; Nancy Estrella

Subject: RE: ATCTS Daily Report for Managers (UNCLASSIFIED)

Patrick, I researched available openings and right now everything requires a clearance. We have to wait until we find out
the status of your clearance. Any idea when you will get official word on whether you will be renewed our rejected?
Until we hear, were have to assume that you will be terminating, but I hope that is not the case. Also, isn't your family in
Florida? Our SOCOM positions are no longer located there. .

Meantime, can you send an updated resumes?

T sty A T g

From: Patrick Bergy

Sent: 5/18/2015 5:31 PM

To: David Haas; Nancy Estrella
Subject: RE: ATCTS Daily Report for Managers (UNCLASSIFIED)
David:

Dynology was intending to try and find another position back home for me when we spoke last. Is this not the case? If
Dynology is planning to let me go, please let me know so I can make other arrangements. It was not my intention to
resign from Dynology, but due to my clearance and wanting to return stateside after 5 years from my family, we needed
to have a replacement. That said, I do understand if Dynology cannot keep me on and will make other arrangements if
that is the case.

Patrick

Patrick

Sent from my Windows Phone

E LR LT £

Cc: patbergy (patbergy@msn.com)
Subject: RE: ATCTS Daily Report for Managers (UNCLASSIFIED)
Try writing to him on patbergy@ msn.com

Seoul is 13 hours ahead, so it is 12:30 AM there.

Regards,
David



From: Nancy Estrella

Sent: Monday, May 18, 2015 11:33 AM

To: David Haas; Laura Clark

Subject: RE: ATCTS Daily Report for Managers (UNCLASSIFIED)

David-
Have vou received a resignation letter from Patrick?

Thanks,
Nancy

www.dynology.com

Nancy Estrella

HR Executive

Dynology Corporation

8000 Towers Crescent Drive
Suite 1525

866-396-8861 fax
703-587-9372 cell

Confidentiality Note: This e~-mail. and any attachment to it, contains privileged and confidential information intended only for the use
of the individual(s) or entity named on the e-mail. If the reader of this e-mail is not the intended recipient, or the employee or agent
responsible for delivering it to the intended recipient. you are hereby notified that reading it is strictly prohibited. If you have received
this e-mail in error, please immediately return it to the sender and delete it from your systein,

From: David Haas

Sent: Thursday, May 14, 2015 10:51 PM

To: Laura Clark; Nancy Estrella

Subject: FW: ATCTS Daily Report for Managers (UNCLASSIFIED)

FYL Last day is May 27, I believe.

From: Buchanan, Lloyd Wayvne (Buck) Jr CTR USARMY USFK (US)
Sent: 5/14/2015 10:36 PM
To: Bergy. Patrick B CTR USARMY (US)

Subject: FW: ATCTS Daily Report for Managers (UNCLASSIFIED)

Patrick,

As a reminder, you need to complete the following prior to your departure from
contract. I do need a copy of your resignation letter now so Engility has official
notice of your departing contract,



1. Turn in CAC. Give me the 700-19 signed by 1RC.
2. Turn in ration control cards (wife included)

3. Turn in wife's USFK/Yongsan ID card

4. Turn in Courier Card to Dwight Patton

5. Turn in your 8th Army Badge

6. Turn in key to 4313

Best, Buck

Lloyd W. Buchanan, Jr. - CTR

Engility USFK Consolidated Transformation Team
Program Manager

DSN: 315-738-4944

Cell: 010-4392-3060



Patrick Bergy

M R e L S S R {1y T e e
From: Lear, Daniel K., OIG DoD <Daniel.Lear@DODIG MIL>

Sent: Monday, November 23, 2015 1:57 PM

To: Patrick Bergy

Cc: ODett, Ian M., OIG DoD; Thompson, Ashleigh T.. OIG DoD

Subject: RE: DoD IG Case Closure

Mr. Bergy,

There is nothing in the new version of 10 U.S.C. 2409 that limits the protection of subcontractors to the language in the
existing contract. I offer you the following explanation that was derived from the language in the National Defense
Authorization Act that was approved and from which the new version of 2409 was written.

The National Defense Authorization Act (NDAA) for Fiscal Year 2013 (Section 827 of Public Law 112-239, 126 Stat.
1836, January 2, 2013) describes the criteria for applicability of the act's amendments to 10 U.S.C. 2409. Among these
criteria, the NDAA expressly states that the enhanced whistleblower protections apply to contracts awarded before the
effective date of the amendments "that are modified to include a contract clause providing for the applicability of such
amendments.” Nonspecific language in a contract modification is insufficient to satisfy this criterion. The relevant
contract modifications in your case contain no such language.

The contract under which you were employed does not meet the criteria described above. The contract was awarded prior
to July 1, 2013, and the contract was not modified to include a contract clause providing for applicability of the amended
statute. Therefore, your complaint does not warrant an investigation because the version of 10 U.S.C. 2409 in effect prior
to the effective date of the NDAA amendments did not apply to subcontractor employees. Accordingly, we have closed
your case.

Hope this answers your questions,

Daniel Lear

Supervisory Investigator
Whistleblower Reprisal Investigations
4800 Mark Center Drive, Suite 14G25
Alexandria, VA 22350-1500

(703) 604-8533 DSN: 664

WARNING: INSPECTOR GENERAL SENSITIVE INFORMATION - FOR OFFICIAL USE ONLY.

The information contained in this e-mail and any accompanying attachments may contain sensitive information that is
"Law Enforcement Sensitive" (LES), "For Official Use Only" (FOUO), or otherwise subject to the Privacy Act and/or
legal and or other privileges that restrict release without appropriate legal authority. Accordin gly, the information
contained in this e-mail and any accompanying attachments may be protected from mandatory disclosure under the
Freedom of Information Act (FOIA), 5 USC §552 and should not be released to unauthorized persons.

From: Patrick Bergy [mailto:patrickbergy@mopsnet.org|
Sent: Monday, November 23, 2015 10:55 AM

To: Lear, Daniel K., OIG DoD <Daniel. Lear@DODIG.MIL>
Subject: [Non-DoD Source] RE: DoD IG Case Closure



But there have been modifications each option year. Are you telling me this protection is not required to be included in

new contracts? Our contract is essentially a new contract with each option year, and has had several modification since
July, 2013.

Also, please provide me with the line # in the 10 U.S.C. statute that states protection for sub-contractors is limited to the

language of their existing contract. Which, I would add the contract employee being protected is not even authorized to
ever see the actual contract?

Patrick

-----Original Message-----

From: Lear, Daniel K., OIG DoD [mailto:Daniel. Lear@DODIG.MIL]
Sent: Monday, November 23, 2015 10:37 AM

To: Patrick Bergy <patrickbergy@mopsnet.org>

Subject: RE: DoD IG Case Closure

Mr. Bergy,

As I stated earlier, The new law covering whistleblower reprisal for contractor and subcontractor employees went into
effect on July 1, 2013.

All contracts awarded after July 1, 2013, cover subcontractors for whistleblower reprisal.

Contracts awarded before July 1, 2013, do not. In your case, the contract you worked under was awarded prior to July 1,
2013. There have been no modifications to that contract which included coverage for subcontractors.

Thank you,

Daniel Lear

Supervisory Investigator
Whistleblower Reprisal Investigations
4800 Mark Center Drive, Suite 14G25
Alexandria, VA 22350-1500

(703) 604-8533 DSN: 664

WARNING: INSPECTOR GENERAL SENSITIVE INFORMATION - FOR OFFICIAL USE ONLY.

The information contained in this e-mail and any accompanying attachments may contain sensitive information that is
"Law Enforcement Sensitive" (LES), "For Official Use Only" (FOUOQ). or otherwise subject to the Privacy Act and/or
legal and or other privileges that restrict release without appropriate legal authority. Accordingly, the information
contained in this e-mail and any accompanying attachments may be protected from mandatory disclosure under the
Freedom of Information Act (FOIA), 5 USC §552 and should not be released to unauthorized persons.

-----Original Message-----

From: Patrick Bergy [mailto:patrickbergy@mopsnet.org]

Sent: Monday, November 23, 2015 10:18 AM

To: Lear, Daniel K., OIG DoD <Daniel.Lear@DODIG . MIL>

Ce: ODett, Ian M., OIG DoD <lan.ODett@DODIG .MIL>; Thompson, Ashleigh T., OIG DoD
<Ashleigh. Thompson@DODIG.MIL>



Subject: [Non-DoD Source] RE: DoD IG Case Closure

Can you please show me where in the law it states that the protections are not given to those sub-contractors that arc
working on existing contracts that didn't have the language included.

This law was made after the Snowden incident to protect national security. I trusted this law was going to protect me
when I came forward, and ended up losing my job for it. The people that fired me are the ones that wrote the contract each
option year in September when the contract was renewed. Employees are not allowed access to these contracts. There is
no possible way any whistleblower could know if they are actually protected or not.

Patrick

-----Original Message-----

From: Lear, Daniel K., OIG DoD [mailto:Daniel. Lear@DODIG.MIL]

Sent: Monday, November 23, 2015 7:23 AM

To: Patrick Bergy <patrickbergy@mopsnet.org>

Ce: ODett, Ian M., OIG DoD <Ian.ODett@DODIG.MIL>: Thompson, Ashleigh T., OIG DoD
<Ashleigh. Thompson@DODIG . MIL>

Subject: RE: DoD IG Case Closure

Mr. Bergy,
Thank you for your inquiry.

Subcontractors were not covered under 10 U.S.C. 2409 until the law changed on Jul 1, 2013. The contract you worked

under was awarded prior to that date and none of the modifications to the contract since that time contained provisions
referencing the new law.

So, until that contract is modified to include language that reflects the new law, subcontractors are not covered under that
contract.

Thank you,

Daniel Lear

Supervisory Investigator
Whistleblower Reprisal Investigations
4800 Mark Center Drive, Suite 14G25
Alexandria, VA 22350-1500

(703) 604-8533 DSN: 664

WARNING: INSPECTOR GENERAL SENSITIVE INFORMATION - FOR OFFICIAL USE ONLY.

The information contained in this e-mail and any accompanying attachments may contain sensitive information that is
"Law Enforcement Sensitive" (LES), "For Official Use Only" (FOUO). or otherwise subject to the Privacy Act and/or
legal and or other privileges that restrict release without appropriate legal authority. Accordingly, the information
contained in this e-mail and any accompanying attachments may be protected from mandatory disclosure under the
Freedom of Information Act (FOIA), 5 USC §552 and should not be released to unauthorized persons.

-----Original Message-----
From: Patrick Bergy [mailto:patrickbergy@mopsnet.org]
Sent: Saturday, November 21, 2015 12:09 AM



To: Lear, Daniel K., OIG DoD <Daniel. Lear@DODIG.MIL>
Subject: [Non-DoD Source] FW: DoD IG Case Closure

Mr. Lear:
Can you please explain to me how a subcontractor is not protected?

10 U.S. Code § 2409 - Contractor employees: protection from reprisal for disclosure of certain information:

(a) Prohibition of Reprisals.-

(1) An employee of a contractor, subcontractor, grantee. or subgrantee may not be discharged, demoted, or otherwise
discriminated against as a reprisal for disclosing to a person or body described in paragraph

Patrick Bergy

-----Original Message-----

From: Foreman, Levon J., OIG DoD [mailto:Levon.Foreman@DODIG.MIL]

Sent: Thursday, November 19, 2015 3:24 PM

To: Patrick Bergy <patrickbergy(@mopsnet.org>

Cc: ODett, Ian M., OIG DoD <Ian.ODett@DODIG MIL>; Lear, Daniel K., OIG DoD <Daniel Lear@DODIG MIL>;
Thompson, Ashleigh T., OIG DoD <Ashleigh. Thompson@DODIG MIL>

Subject: DoD IG Case Closure

Mr. Bergy,

Pleasc see attached letter, as it pertains to your DoD IG complaint. Should you have any questions, please contact Mr.
Daniel Lear, Supervisory Investigator, at 703-604-8533 or email at Daniel. Lear@DoDIG.mil.

Very Respectfully,

Levon Foreman
Investigative Support Specialist
DoD IG-WRI

This e-mail is from the Office of the Inspector General, Department of Defense, and may contain information that is "Law
Enforcement Sensitive" {LES} or "For Official Use Only" {FOUO} or otherwise subject to the Privacy Act and/or legal
and or other privileges that restrict release without appropriate legal authority.



DEPARTMENT OF THE ARMY
MULTI-NATIONAL CORPS-IRAQ
BAGHDAD, IRAQ
APO-AE 09342

ig;}*lé;'-r[;?)m OF September ]2, 2008

Chief, Interactive Internet Activities Branch

To whom it may concern,

It has been my distinct pleasure to serve as the direct supervisor for Mr. Patrick Bergy from 28
December 2007 through 12 September 2008. During that time, Mr. Bergy served as the lead
technical director directly supporting a classified Department of Defense information operations
program. Throughout his tenure with this program, Patrick’s ambition and drive to solve problems
enabled him to overcome challenges that were frequent and impossible to foresee given the unique
nature of this operation. He effectively established and maintained professional relationships with
internal and external personnel, including host-country nationals, and represented the quintessential
mix of knowledge, people skills, and organizational experience.

On a personal level, I sincerely enjoyed working with Patrick and appreciated the value and
integrity he consistently brought to the workplace. He maintains a novel outlook that enables him to
see the big-picture and is completely committed to the tasks at hand while remaining flexible enough
to adapt to changing requirements. Patrick Bergy is a tremendous asset to any team, and | hi ghly
recommend him for any position he seeks.

Mr. Bergy possesses and exudes the highest levels of professionalism, technical competence,
organizational management skills and critical thinking skills that I have seen in the twelve years that |
have served as a member of the United States Army. Regardless of assignment or location, if any of
my future missions require technological support, I will seek out Mr. Bergy as my first choice to
manage and accomplish the task.

['would be extremely pleased to provide additional details on Mr. Bergy’s outstanding job
performance and, more importantly, his unlimited potential for future excellence as a member of your

organization!

The point of contact for this action is the undersigned, bradford.burris@us.army.mil

Sincerely,

Bra . Burris
Majo¥, United States Army
Chief, Interactive Internet Activities Branch
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